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ABSTRACT A PUF is a physical security primitive that allows to extract intrinsic digital identifiers from
electronic devices. It is a promising candidate to improve security in lightweight devices targeted at IoT appli-
cations due to its low cost nature. The Arbiter PUF or APUF has been widely studied in the technical litera-
ture. However it often suffers from disadvantages such as poor uniqueness and reliability, particularly when
implemented on FPGAs due to physical layout restrictions. To address these problems, a new design known
as FF-APUF has been proposed; it offers a compact architecture, combined with good uniqueness and reli-
ability properties, and is well suited to FPGA implementation. Many PUF designs have been shown to be vul-
nerable to machine learning (ML) based modelling attacks. In this paper, initial tests show that to attack the
FF-APUF design requires more effort for the adversary than a conventional APUF design. A comprehensive
analysis of the experimental results for the FF-APUF design is presented to show this outcome. An improved
APUF design with a balanced routing, and the proposed FF-APUF design are both implemented on an Xilinx
Artix-7 FPGA at 28 nm technology. The empirical min-entropy of the FF-APUF design across different devi-
ces is shown to be more than twice that of the conventional APUF design.

INDEX TERMS FPGAs, PUFs, uniqueness, reliability, entropy

I. INTRODUCTION

With the increasing emergence of pervasive electronic devi-
ces, the Internet of things (IoT) has emerged as a new technol-
ogy platform with great potential benefits leading to a
projected 50 billion connected devices by 2020 [1]. The large
amount of data generated by these devices and sensors
requires the use of smart, autonomous machine to machine
(M2M) communication. However, security and privacy, as
well as newly enabled attacks using malicious or tampered
devices such as the IoT based distributed denial-of-service
(DDoS) attacks [2], pose substantial challenges. The computa-
tional capabilities of IoT devices are very diverse, from pas-
sively powered wearable health-care devices or long-life
battery powered embedded sensors, to powerful edge servers
such as might be found in autonomous vehicles. Additionally,
the physical accessibility of the IoT device to an attacker will

also vary greatly, leading to a multitude of attack surfaces.
Hence, the global deployment of IoT devices could lead to an
increasing threat to private and sensitive information. This has
led to calls for cryptographic capability in IoT devices to pro-
tect user privacy and data security. However, conventional
cryptographic approaches require complex computation which
are not always suitable for IoT applications, due to the high
power requirements and silcon area/memory overhead. A
low-cost security approach is imperative to secure lightweight
IoT devices.
A physical unclonable function (PUF) is a security primi-

tive that utilizes manufacturing process variations to generate
a unique digital fingerprint intrinsic to an electronic device,
such as application-specific integrated circuit (ASICs) or
field programmable gate array (FPGAs). While FPGAs were
originally largely used for proof of concept or prototype
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designs, due to their flexibility, increased logic density and
faster time to market they are now increasingly being used
for many applications as end-product technology. For exam-
ples, Intel FPGAs are already being used for emerging IoT
applications such as Smart City infrastructure, Smart Grid
and data center acceleration [3]. However, an efficient and
lightweight security approach for low-cost FPGA-based IoT
applications has not yet been fully addressed.
During semiconductor fabrication, manufacturing variations

are reduced to ensure stable circuit operation. However it is not
possible to entirely remove these variations and they can be uti-
lised in PUF circuitry for security applications. Such a primitive
has a number of desirable properties, such as the ability to pro-
vide low-cost authentication of an integrated circuit (IC) or a
variability aware circuit that returns a specific response to an
input challenge. Since no two PUFs are identical, the same
m�bit input (challenge) string produces a different N�bit out-
put (response) on different devices. They are inherently diffi-
cult to clone as individual manufacturing variations cannot be
reproduced, which can also provide specific tamper-evident
properties. These features provide advantages over current
state-of-the-art technologies for a number of applications, such
as lightweight secure authentication.
PUF architectures can be broadly categorized intoWeak PUF

(WPUF) and Strong PUF (SPUF) designs [4], based on the
number of challenge response pair (CRPs) that capture informa-
tion on the underlying variation.1 Arbiter PUFs (APUFs) has
been proposed by [5], [6] and are one of the most widely studied
SPUFs architectures. However, conventional APUF designs
suffer from poor uniqueness and repeatability properties. More-
over, they are difficult to implement on FPGA. To address the
above limitations, a previous work [7] proposed a new robust
FPGA-based strong flip flop based Arbiter PUF (FF-APUF)
design. The experimental results on Xilinx Artix-7 FPGAs
showed improvements in both uniqueness and reliability.
Additionally, APUFs have been shown to be vulnerable in

particular to machine learning (ML) based modelling attacks.
To prevent modelling attacks, many countermeasures have
been proposed, such increasing the circuit complexity of
PUF designs or protocol level protections. PUF-based
authentication schemes tend to be resource inefficient for
some lightweight applications as might be used for IoT devi-
ces. Moreover, it is shown in [8] that some modelling resis-
tant methods [9], [10] can be vulnerable instead to protocol
based attacks. Increasing the circuit complexity of PUF
designs can be an effective, and sometimes low-cost,
approach to address modelling attacks. However, these
approaches reduce the robustness of PUF designs and have
been shown to be less effective against modelling attacks
than initially thought. In this paper, increased circuit com-
plexity is used to enhance the security of the FF-APUF
design; the results indicate a stronger modelling attack resis-
tance ability than conventional APUF design.

To be used as a security primitive, the PUF design must
be unpredictable to an adversar, i.e., the responses to unseen
challenges must not be predictable so as not to allow the
PUF to be emulated in software. An analysis of entropy is
commonly utilised to evaluate the unpredictability of a
PUFs response. In this paper, an analysis of the empirical
entropy is provided from the FPGA measurements. For a
fair comparison, an improved conventional APUF design
with a balanced arbiter is also implemented on the same
FPGA testbed, with a comparison of the entropy analysis
between both designs presented.
More specifically, the contributions and differences

between this paper and the previous work [7] are summarized
as follows:

� A conventional APUF design with a balanced routing is
presented and implemented on Xilinx Artix-7 FPGAs.
Both the previously proposed FF-APUF [7] and the
improved APUF achieve better uniqueness results than
the previous work [11] on FPGA.

� The two most widely used machine learning based
modelling attacks, linear regression (LR) and covari-
ance matrix adaptation evolution strategies (CMA-ES),
are utilized to evaluate the resistance of the FF-APUF
design. The results show that the FF-APUF is more dif-
ficult to attack than the APUF using the different
modelling attack approaches.

� A comprehensive entropy evaluation, which includes
conditional Shannon entropy, conditional min-entropy
and min-entropy, is presented for both the FF-APUF
and APUF designs. The results of the FF-APUF show
better performance than the APUF design.

The rest of this paper is organized as follows. Section II
reviews related previous works on SPUF designs and
modelling attacks. Section III introduces the conventional
APUF design and mathematical delay model. Section IV
presents the circuit design, delay model and theoretical
entropy analysis of the FF-APUF design. Implementation
details and experimental results of both the improved con-
ventional APUF and strong FF-APUF designs are given in
Sections V and VI respectively, with modelling attack anal-
ysis of both designs also presented. Finally, a conclusion is
drawn in Section VII.

II. REVIEW

Many different PUF architectures on both ASIC and FPGA
implementations have been proposed, such as ring oscillator
PUF (RO PUF) designs [12], [13], [14], memory-based
PUF designs [4], [15]–[17], and APUF designs [5], [18],
[19]. A comprehensive review of PUF designs can be found
in [20].
The APUF is one of the most widely studied SPUF

designs. It suffers from poor uniqueness and repeatability
and is difficult to implement on an FPGA. Although previous
designs proposed by Lee et al. [18] and Lim et al. [19] based
on ASIC circuits improve upon these features, an implemen-
tation on FPGAs is still problematic. The routing of APUFs1Weak and Strong here do not refer to the security strength of the circuit.
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on FPGAs, unlike a manual place and route for ASICs, is
restricted by the already fabricated circuit layout. Therefore,
many previous designs are difficult to implement on FPGA
due to the difficulty of implementation of balanced delay
lines. Although Majzoobi et al. [21] and Hori et al. [11] have
implemented APUFs on FPGAs, they introduced an addi-
tional tuning circuit or reported results with low uniqueness.
ML based modelling attacks, e.g., [22]–[25], have been

reported to successfully attack a wide range of APUF designs
using a software model to reveal the variability in PUF circuit.
The response bits of APUF design can be individually attacked
by constructing a separate linear additive delay model for each
bit. To prevent modelling attacks, many countermeasures have
been proposed such as PUF-based authentication protocols [9],
[10], [26], which themselves have been shown to be vulnerable
to protocol based attacks [8].
The XORed APUF proposed by Suh et al. [27], feed-

forward APUF proposed by Lee et al. [18] and lightweight
APUF proposed by Majzoobi et al. [28], increase the resis-
tance of APUF against modelling attacks. However, different
variants of the original attack have been proposed to break
these designs when given sufficient CRPs as shown by Ruhr-
mair et al. [22]. To address this, a non-linear PUF circuit
based on voltage transfer characteristics (VTC) [29], and a
current mirrors based PUF [30], have been proposed to be
specifically resistant to modelling attacks. However, these
techniques have been simulated for ASICs and it has been
shown that they are not suitable for FPGA implementations.
Properties that designers should meet when designing ML
resistant strong PUF designs are suggested in [31], however
a practical instantiation remains unsolved. A multi-arbiter
scheme is proposed in [32], based on the insertion of either a
four-flip-flop or SR latch arbiter after each stage in the con-
figurable paths, thus improving the uniqueness and reliability
of the APUF design. However, the resistance of this
approach to modelling attacks has not been reported.

III. CONVENTIONAL APUF DESIGN

Among previously published PUF designs, the APUF pro-
posed by Gassend et al. [5] has been widely studied as a
strong PUF; it consists of two parallel n-stage multiplexer
chains that feed into an arbiter stage to form a 1-bit of an
N-bit PUF as shown in Figure 1. Two Muxes are configured
as either a cross- or straight-through connection based on the
input challenge bit. Then an arbiter, such as an flip flop (FF),
compares the arrival time of the two inputs to determine the

response bit based on the first arrival, which should differ
between devices due to manufacturing variability.
For the conventional APUF, an FF arbiter is employed to

determine the faster delay path. It was shown that using an
FF for the arbiter introduces a 10 percent skew in the routing
path [19]. Hence, an arbiter consisting of cross coupled
NAND gates is employed in this work as shown in Figure 2.
An APUF can be modeled using a linear additive model and

can be derived by considering the delay difference in each
stage. It has been shown that SPUFs made of linear circuits can
be successfully attacked [22]–[25]. The additive delay model
of the APUF circuit [19] can be described as follows. DðnÞ,
denotes the final delay difference between the two paths
selected by the challenge, represented by Eq. (1)

DðnÞ ¼ PP � vvT ; (1)

where PP ¼ ðp0; p1; . . . ; pnÞ is a parity check vector incorpo-
rating challenge information, and vv ¼ ðv1;v2; . . . ;vnþ1Þ is
a constant vector of delay information. The delay differences
at each stage are given as follows:

v1 ¼ a1;

vi ¼ ai þ bði�1Þ; for 2 � i � n;

vnþ1 ¼ bn:

(2)

The parity check, pk, of the challenge bits, Ci, is defined in
Eq. (3)

pk ¼
Yn
i¼kþ1

1� 2 � Ci: (3)

In the constant vector, vv, an and bn can be calculated
using Eqs. (4) and (5), where pn; qn; rn; sn represent the
delays of path routing, including the upper straight, upper
cross, lower straight and lower cross paths shown in Figure 1

an ¼ pn � qn � rn þ sn
2

(4)

bn ¼
pn � qn þ rn � sn

2
: (5)

vv includes information on the delay caused by manufactur-
ing process variations in different APUF stages. The final
delay difference, DðnÞ, is the product of the challenge parity
vector~P~P and delay difference vector vv. If DðnÞ is greater than
0, the bit response rr is 1, otherwise it is 0.

FIGURE 1. The APUF design [5].

FIGURE 2. The operation of a NAND gate arbiter.
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As a result of the linear architecture of SPUF, the response
bits of a SPUF design can be attacked individually by build-
ing a separate linear additive delay model for each bit. If suc-
cessful, this breaks the security of the SPUF as well as any
protocol built on it.

IV. THE PROPOSED FF-APUF DESIGN

A. CIRCUIT DESIGN

A previously proposed FF-APUF circuit design [7] con-
sists of an array of N asynchronous elementary 1-bit cells
to generate an N-bit response. The design of a 1-bit
response cell is shown in Figure 3, and consists of Muxes
and FFs elements. To generate a single bit response, Ri,
3n multiplexer (Mux) gates and 4n FFs are cascaded in
one of two paths to generate a delay path, where n is the
number of stages and m ¼ 3n is the bit length of a chal-
lenge. To balance the routing to maximise variability, 3
Muxes are utilised for the FF-APUF design. Additional
pre-processing steps can be applied to the challenges if
required, such as differentiating the input challenges or
applying an input network [28]. The FFs of SLICE_U1
and SLICE_L1 are first reset by CLEAR and then acti-
vated by the rising edge of the START signal (fed into
the clock port). Three Mux gates in each slice are utilised

to select one of the four FFs to form the delay path by
the challenge bit, Ci. The result of each PUF cell is fed
into the clock port of the next cell up to the last cell, SLI-
CE_Un and SLICE_Ln. The last cell additionally contains
cross-coupled NAND gates as an arbiter to determine the
faster delay path (TU or TL) and returning an output of
either one or zero. TU and TL denote the upper and lower
delay paths used in the generation of each 1-bit response,
respectively. To generate an N-bit PUF response, the
design is replicated N times. Compared to the conven-
tional APUF design, the proposed FF-APUF design is
more flexible in path selection options.
The timing diagram of a 1-bit FF-APUF design is shown

in Figure 4. The CLEAR signal is first activated to reset the

FIGURE 3. The FF-APUF design.

FIGURE 4. The timing diagram for the FF-APUF design.
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circuit. When the rising edge of the START signal occurs, the
delay paths are activated. The output signal, Ri, is 0 when
QU and QL are 1-0 due to the faster arrival time of the delay
path TU (and vice versa for TL).
Delay path comparison from different cells can be

employed to reduce area utilisation. However, this leads to
a dependency between different bits which requires addi-
tional consideration during the design stage and is not used
in this work.

B. DELAY MODEL

The delay model of the FF-APUF design can be represented
as follows:

DT ¼ TU � TL ¼
Xn
i¼1

TU
i þ

Xn
i¼1

TL
i

r¼0

5

r¼1

0: (6)

TU
i is derived as

TU
i ¼ 1� Ci

2
� QU

i;M1 þ
1þ Ci

2
� QU

i;M2

¼ 1� Ci

2
� 1� Ciþ1

2
� ai þ 1þ Ciþ1

2
� bi

� �

þ 1þ Ci

2
� 1� Ciþ1

2
� ci þ 1þ Ciþ1

2
� di

� �

¼ 1
4
ð1� CiÞð1� Ciþ1Þai þ 1

4
ð1� CiÞð1þ Ciþ1Þbi

þ 1
4
ð1þ CiÞð1� Ciþ1Þci þ 1

4
ð1þ CiÞð1þ Ciþ1Þdi;

(7)

where, an; bn; cn; dn are the delay segments from the top
delay path, and en; fn; gn; hn are the delay segments from the
bottom delay path as shown in Figure 3.
TU and TL can be represented as

TU ¼ 1
4
� f~PA � ~fA

T þ ~PB � ~fB
T

þ ~PC � ~fC
T þ ~PD � ~fD

Tg
TL ¼ 1

4
� f~PE � ~fE

T þ ~PF � ~fF
T

þ ~PG � ~fG
T þ ~PH � ~fH

Tg;

(8)

where, the challenge vector

~P ¼ ½~PA; ~PB; ~PC; ~PD; ~PE; ~PF ; ~PG; ~PH �;

is calculated by Eq. (9), and the constant vector

~f ¼ ½~fA; ~fB; ~fC; ~fD; ~fE; ~fF; ~fG; ~fH �;

is represented as Eq. (10)

~PA ¼ ½ð1þ C0Þð1þ C1Þ; ð1þ C2Þð1þ C3Þ;
. . . ; ð1þ C2n�2Þð1þ C2n�1Þ�

~PB ¼ ½ð1� C0Þð1þ C1Þ; ð1� C2Þð1þ C3Þ;
. . . ; ð1� C2n�2Þð1þ C2n�1Þ�

~PC ¼ ½ð1þ C0Þð1� C1Þ; ð1þ C2Þð1� C3Þ;
. . . ; ð1þ C2n�2Þð1� C2n�1Þ�

~PD ¼ ½ð1� C0Þð1� C1Þ; ð1� C2Þð1� C3Þ;
. . . ; ð1� C2n�2Þð1� C2n�1Þ�

~PE ¼ ½ð1þ C2n�1Þð1þ C2n�2Þ; ð1þ C2n�3Þð1þ C2n�4Þ;
. . . ; ð1þ C1Þð1þ C0Þ�

~PF ¼ ½ð1� C2n�1Þð1þ C2n�2Þ; ð1� C2n�3Þð1þ C2n�4Þ;
. . . ; ð1� C1Þð1þ C0Þ�

~PG ¼ ½ð1þ C2n�1Þð1� C2n�2Þ; ð1þ C2n�3Þð1� C2n�4Þ;
. . . ; ð1þ C1Þð1� C0Þ�

~PH ¼ ½ð1� C2n�1Þð1� C2n�2Þ; ð1� C2n�3Þð1� C2n�4Þ;
. . . ; ð1� C1Þð1� C0Þ�

(9)

fA ¼ ½a0; a1; . . . ; an�; fB ¼ ½b0; b1; . . . ; bn�
fC ¼ ½c0; c1; . . . ; cn�; fD ¼ ½d0; d1; . . . ; dn�
fE ¼ ½e0; e1; . . . ; en�; fF ¼ ½f0; f1; . . . ; fn�
fG ¼ ½g0; g1; . . . ; gn�; fH ¼ ½h0; h1; . . . ; hn�:

(10)

C. COMPLEXITY ANALYSIS

The complexity of a PUF impacts the efficiency of modelling
attacks by an adversary, i.e., the more complex the underly-
ing PUF architecture, the more difficult the adversary to
break a PUF. We utilize Shannon entropy, as given in
Eq. (11), to assess the complexity of each stage. It allows us
to compare the uncertainty introduced by process variations
in each stage between the two designs

H ff

� �
i
¼ �

Xm2

j¼1

pj � log2 pj
� �

¼ �
Xm2

j¼1

1
m2

� log2 1
m2

� �

¼ log2 m2
� �

¼ 2 � log2 mð Þ;

(11)

ff represents a 1-bit output of the FF-APUF design, and pj
is the probability of a given pair of FFs (i.e., delay) at each
stage being selected by the challenge. As the challenge is
assumed to be uniformly random, pj ¼ ð 1

m2Þ 8j, for m FFs
(m ¼ 4 for the FF-APUF design) in the upper and lower cells
of each stage, there are m2 combinations in total, where m2
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represents the number of combinations for the delay routes at
each stage. Hence, the ideal Shannon entropy of the FF-
APUF design at each stage is H ff

� �
i
¼ 2 � log 2 4ð Þ ¼ 4. The

relationship between the Shannon entropy provided by the
path choices between the conventional APUF design and FF-
APUF design at each stage in an ideal case is as follows:

H ff

� �
i
¼ 4 � H fað Þi: (12)

Therefore, the Shannon entropy of the 1-bit circuit design
with n-stages is

H ff

� � ¼ Yn
i¼1

H ff

� �
i
; (13)

while the relationship between the conventional APUF and
the FF-APUF is

H ff

� � ¼ Yn
i¼1

4 � H fað Þi

¼ 4 � H fað Þi
� �n

¼ 4n � H fað Þi:

(14)

For the conventional APUF, the 2 Muxes at each stage
provide 2 possible delay paths, so resulting in 2 combina-
tions. According to Eq. (11), the Shannon entropy for
each stage of the conventional APUF is equal to H fað Þi¼
log2 m2ð Þ ¼ log2 2ð Þ ¼ 1. Hence, Eq. (14) can be trans-
formed as

H ff

� � ¼ 4n � H fað Þi: (15)

From the above analysis, it can be seen that the Shannon
entropy provided by the available routing paths of the FF-
APUF circuit design is 4n times higher than the conventional
APUF design, so a resource/complexity trade off can be
explored depending on the target application.

V. FPGA IMPLEMENTATION

As previously mentioned, the conventional APUF design is
non-trivial when implemented on FPGAs due to the routing
restrictions, which can significantly bias the results. In this
section, the FPGA implementations of both the FF-APUF
and APUF designs are presented. An implementation of a

64-stage conventional APUF design on the Nexys4 board
with a Xilinx Artix-7 FPGA has been proposed in [11]. In
this implementation, each of the two delay chains requires 64
slices, with the arbiter (an FF) placed in an additional, sepa-
rate slice. Hence, to generate a 1-bit response, 129 slices are
used in total.
In this work, the improved conventional APUF uses a sim-

ilar implementation strategy on the same Nexys4 board
except cross coupled NAND gates are used for the arbiter
instead of the FF because the FF can introduce a significant
response skew as discussed in Section III. To generate a 1-bit
response of the improved conventional APUF, 128 slices are
used for the Muxes in two delay paths and the cross-coupled
NAND gates.
The Xilinx Artix-7 XC7A100T has 15,850 logic slices, each

consisting of four 6-input look up table (LUTs) and 4 FFs. The
Nexys4 board has an oscillator running at 100MHz to provide
a clock input to the FPGA, and communications with the PC
over UART run at 115,200 bps. A 64-bit FF-APUF design is
implemented by constraining and balancing routing using
TCL scripts as part of the Xilinx Vivado design flow. The gen-
eration of a 1-bit response for the FF-APUF design requires
64� 2 ¼ 128 slices to implement 4 FFs and 3 Muxes per
slice, with the last two slices also implementing the extra
cross-coupled NAND gates as an arbiter. Each slice of the
Xilinx Artix-7 FPGA has 4 FFs to allow for the 4 FFs of
the FF-APUF cell to be placed in a single slice. Note, in the
previously published work [7], 22 stages (44 slices, 64-bit
challenges) were employed. For fair comparison between the
FF-APUF and the improved conventional APUF, 64 stages
are utilized for both designs here.
Figure 5 shows a balanced routing map of one stage of

the FF-APUF design, as implemented on two slices (one
CLB). The balanced routing of each slice ensures a robust
response result. Figure 6 shows the placement and routing
of the improved conventional APUF design at each stage
on the same Xilinx Artix-7 FPGA, as also implemented
on two slices. The Mux and cross-coupled NAND gates
are implemented by LUTs. At each stage of the APUF
design, the upper/lower delay segment, the Mux, requires
one LUT of a slice as implementation. To balance the

FIGURE 5. The Place & Route result of the FF-APUF design

(one stage).

FIGURE 6. The Place & Route result of the improved conventional

APUF design (one stage).
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routing, the Mux has to be implemented separately in the
slices, so other resources of that slice are unused. Normally,
it is suggested to reserve these slice resources for PUF
designs in order to reduce the impact of cross-coupling from
other, non-PUF circuitry. At each stage of the FF-APUF
design, the upper/lower delay segment can be compactly
implemented in one slice, involving 4 FFs and 3 LUTs.
Hence, both the FF-APUF and APUF designs require the
same slice resources.

VI. EXPERIMENTAL RESULTS

The 64-bit FF-APUF design is implemented in 11 low-cost
Digilent Nexys4 boards, each containing a Xilinx Artix-7
XC7A100T FPGA (28 nm technology).
To increase the number of test devices and so obtain a

more granular set of results, two different floor plan strat-
egies on each FPGA are employed as proposed in [33],
in order to emulate 22 devices in the experiment. One
board is modified to conduct voltage experiments to allow
for the variation of the core voltage (1.0v) �10% as
shown in Figure 7(a). Additionally, the experiments are
run for one board while varying the ambient temperature
in a range from 0oC to 75oC using a thermometric plate
platform shown in Figure 7(b).

A. UNIQUENESS

The uniqueness metric measures the inter-chip variation by
evaluating the differentiation of a particular PUF circuit
design among k different designs. Ideally, when the same
PUF circuit is implemented on multiple devices it should
produce an average inter-chip Hamming distance (HD) of
approximately 50 percent when comparing the responses
between the two devices for the same challenge; e.g., half the
response bits are expected to differ between any two devices
even though the same challenge is provided as input to the
same circuit. A percentage-based figure-of-merit for unique-
ness based on average inter-chip HD can be defined. If two
PUFs, Fi and Fj, implement the same PUF circuit and have
N-bit responses Ri and Rj to the same challenge, C, then the
uniqueness is given by the average inter-chip HD among the
k devices and is defined as

Uniqueness ¼ 2
kðk � 1Þ

Xk�1

i¼1

Xk
j¼iþ1

HDðRi;RjÞ
n

� 100:

(16)

Eq. (16) is an average of all possible pair-wise average
HDs among k devices, and gives an estimate of the
expected inter-chip variation in terms of PUF responses for
the same challenge. The uniqueness experiment is carried
out over normal operating conditions, in which the room
temperature is 20oC and the core supply voltage of a Xilinx
Artix-7 FPGA is 1.0 V. The HD values are computed from
the 64-bit ðn ¼ 64Þ responses that are collected from
22 k ¼ 22ð Þ devices.
Figure 8 shows a histogram of the uniqueness results for the

improved conventional APUF design, which has an empirical
mean of 19.46 percent and a standard deviation (STD) of 7.73
percent, an improvement over previously reported results of
9.42 percent in [11]. The improved results are partially caused
by the utilization of a D-latch for the arbiter in the implemen-
tation in [11]; this can cause a significant bias in the response
as discussed in [19]. In this work, two cross coupled NAND
gates are employed to reduce the skew while keeping the rout-
ing balance to improve the randomness source of the
response. However, it is difficult to further improve this metric
due to the limited process variations from the Mux of the
APUF design. Compared to the APUF design, the FFs of the
FF-APUF design contribute to a significant variability
between the paths relative to the Muxes; this is because the FF
is a coarse-grained component. Figure 9 shows the uniqueness
result of the FF-APUF design, which is 41.53 percent with a
STD of 7.52 percent. Compared to the results of 9.42 percent
[11] and 19.46 percent of the improved conventional APUF
in this work, the FF-APUF design achieves a significant
improvement in the capability to distinguish between a popu-
lation of different (identical) devices.
Many improvements have been developed for APUF to

achieve better uniqueness. However, most of them were pro-
posed for ASICs, [30], [34], [35]. It has proven difficult to

FIGURE 7. Experimental setup.

FIGURE 8. The uniqueness result for the improved APUF design.
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achieve a high uniqueness for APUF on FPGAs due to unbal-
anced routing [11], [21]. To counter this, efforts on FPGA
based APUF designs have also been proposed, such as those
proposed in [21], [35]. However, they are based on program-
mable delay logic (PDL) circuits which have to utilise a tuning
circuit to improve uniqueness. In this paper, the uniqueness
of APUF design has been improved from 9 percent to approxi-
mate 20 percent using a balanced routing strategy without
any extra hardware resource consumption, with the proposed
FF-APUF design achieving a uniqueness of 42 percent.

B. RELIABILITY

Ideally, a given PUF design implemented on a device should be
able to perfectly reproduce its output whenever it is queried
with a challenge. However, environmental changes, such as
temperature and power supply voltage variations, as well as the
metastability in PUF circuits, induce noise in the responses.
Therefore, a reliability metric is utilised to quantify the ability
of a PUF design to reproduce a response. For a deviceFi, reli-
ability is represented as a single value by finding the average
intra-chip HD of s response samples, R

0
i; this is taken at differ-

ent operating conditions compared to a baseline N�bit refer-
ence response, Ri, taken at nominal operating conditions. The
average intra-chip HD is defined as follows:

HDINTRA ¼ 1
s

Xs

t¼1

HDðRi;R
0
i;tÞ

N
� 100; (17)

where Rði; tÞ0 is the tth sample of R
0
i. The reliability can be

represented as

Reliability ¼ 100� HDINTRA: (18)

The ideal value for reliability is as close to 100 percent as
possible; subsequent circuit components such as error correc-
tion also benefit from a high reliability measure.
For the reliability test, 1,000 responses per temperature value

at the same challenge are collected and averaged as the final
response. The response of the nominal temperature 20oC is uti-
lized as a flag for comparison with the responses from different

temperatures. Figure 10 gives the reliability results of the FF-
APUF design, which averages to 97.10 percent over the envi-
ronmental temperature range under test of 0oC to 75oC, and
93.90 percent over a�10% variation in supply voltage. Hence,
the FF-APUF design has a good reliability result across a range
of conditions. Moreover, the voltage variation has a greater
effect on reliability than temperature for the FF-APUF design.
Hence, this test is also carried out for the improved
conventional APUF design; the reliability results are shown in
Figure 11. The average reliability result of the improved
conventional APUF design is 97.03 percent over a �10%
variation in supply voltage. This is higher than the reliability
of 93.30 percent for the FF-APUF design, which is likely due
to the low uniqueness of the improved conventional APUF
design. As there is a significant bias in the bits of the response,
these bits are not as heavily influenced by the variations in volt-
age/temperature as the bits in the FF-APUF design.
Table 1 compares the performance of the FF-APUF

design, improved conventional PUF design, and previously
proposed PUF designs on both FPGA and ASIC platforms.
While direct comparison between various designs is not
straightforward, particularly between FPGA and ASIC plat-
forms, it gives an overview of the expected uniqueness and

FIGURE 9. The uniqueness result for the FF-APUF design.

FIGURE 10. The reliability result of the FF-APUF design: (a) Under

voltage variations and (b) under temperature variations.

FIGURE 11. The reliability result of the improved conventional

APUF design.
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reliability results. As previously mentioned, it is difficult for
the conventional APUF design to achieve a better uniqueness
on FPGAs due to the unbalanced routing. The uniqueness of
[43] is 36.75 percent in a different evaluation method, in
which the ideal uniqueness value is 100 percent other than
50 percent, that is commonly utilized. The uniqueness results
for the conventional APUF implemented on FPGA are 4.70
percent by [42], 7.20 percent by [44] and 9.42 percent by
[11], respectively. The 2-1 double APUF and 3-1 double
APUF, which mix two or three APUFs to generate one 1-bit
response, achieve higher uniqueness [42] but have to sacri-
fice reliability. [35] achieves higher uniqueness results when
introducing tuning circuits. The FF-APUF design exhibits a
better uniqueness result compared to the conventional APUF
designs in both FPGA and ASIC; moreover, it achieves good
reliability results on FPGA where the FF-APUF design
achieves comparable reliability results as the conventional
PUF design on an ASIC. In terms of hardware resource con-
sumption, the FF-APUF also achieves efficient resource
usage, and occupies the same number of slices on FPGA
compared to the improved conventional APUF.

C. ENTROPY

A Strong PUF is expected to be unpredictable such that an
adversary cannot efficiently predict the output to an unknown

challenge given an observed number of CRPs. To verify this
uncertainty, entropy is commonly utilised to quantify the level
of unpredictability of a PUF design. In this section, the entropy
from the responses of both designs is assessed. A number of
works suggest assessment measures of the empirical entropy as
generated by the PUF responses, e.g., the context-tree weight-
ing (CTW) method [45], as well as standardized randomness
tests such as the Diehard test and the NIST test suite [46]. How-
ever, Maes et al. [47] have pointed out that both these methods
only offer a low level of confidence on the outcomes due to the
limited bit length of the available responses. The conditional
Shannon entropy and min-entropy have been introduced by
Stefan et al. [48]; they are consideredmore precise than the pre-
vious methods as they consider the dependency between indi-
vidual bits of the PUF responses. Hence, these two methods are
utilised in this work. Although these methods provide a more
accurate assessment for a single PUF response, the cross-rela-
tionship between responses from different devices cannot be
directly assessed. Therefore, a min-entropy method following
the NIST specification 800-90 [49] for binary sources is widely
used [50].

1) CONDITIONAL ENTROPY

Given a challenge c 2 C, the adversary tries to predict the
response r 2 R. RðcÞ represents the response of challenge c, and

TABLE 1. A comparison of hardware resource consumption and metrics of different PUF designs

PUF design Uacute; (ideal 50%) Racute; (ideal 100%) Technologies Response Consumption

SRAM PUF [4] 49.97% > 88%t FPGA 128 4600 SRAM memory
bits

Latch PUF [36] 50.55% 96.96% 0.13um CMOS 128 1 latch for each ID cell
Latch PUF [37] 46% > 87%t Spartan 3 128 2� 128 slices
Flip-flop PUF [38] 	 50%
 > 95%v Virtex 2 4096 4096 flip flops
Flip-flop PUF [39] 36% > 87%t ASIC 1024 1024 flip flops
Buskeeper PUF [33] 49% > 80%t , > 95%v TSMC 65 nm 192 1GEa

Butterfly PUF [40] 	 50%
 94% Virtex 5 64 130 slices
Compact PUF [15] 48.52% 93% Spartan 6 128 128 slices
Ultra-compact PUF ID generator
[16]

49.93% 93.96% Spartan 6 128 40 slices

ring oscillator (RO) PUF [27] 46.15% 99.52% Virtex 4 128 16� 64 arrayb

configurable ring oscillator
(CRO) PUF [12]

43.50% > 96%t , 	 100%
 Spartan 3 127 64 slices for ROs except
counters

BR PUF [41] 14.80% 99.20% SPICE simulation 64 stages 64�COMBc

APUF [18], [19] 23% 95:20%t , 96:30%v TSMC 180 nm 64 1212um� 1212um
Subthreshold APUF [34] 	 50% 98:10%v 45 nm 64 36um� 50um
Feedforward APUF [19] 38% 90:20% TSMC 180 nm - -
APUF [42] 4.70% - Virtex5 5000 a standard APUF
2-1 Double APUF [42] 46.40% - Virtex5 5000 double size of an APUF
3-1 Double APUF [42] 50.20% - Virtex5 5000 triple size of an APUF
APUF [35] 45.25% 96% Spartan3 64 PDLs with tuning

circuits
APUF [43] 36.75% (ideal 100%) 98.28% Virtex5 64 129 slices
APUF [44] 7.20% 99.76% Virtex5 128 -
APUF [11] 9:42% - Artix7, Spartan6, Kintex 64 129 slices
Improved APUF 19:46% 97:03%v 28 nm Artix7 64 128 slices
FF-APUF 41:53% 97:10%t , 93:90%v 28 nm Artix7 64 128 Slices

aGE represented gate equivalent.
b16� 64array = 1024 ROs; each RO consisting of 5 inverters and 1 AND.
cCOMB = 2NOR + 1MUX + 1DEMUX.
tunder temperature variation. v under supply voltage variation. 
 required post-processing.
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W cð Þ is for the set of all responses of the PUF except r. The
conditional entropy can then be computed as follows [48]:

H RjWð Þ ¼ �
X
c2C

Pr½Y cð Þ;W cð Þ� � log2 Pr½R cð ÞjW cð Þ�ð Þ: (19)

The conditional min-entropy can be calculated as

Hmin RjWð Þ ¼ �log2 max Pr½R cð ÞjW cð Þ�ð Þð Þ: (20)

In this work, for both the improved conventional APUF
and FF-APUF designs, the delay stages are controlled by
challenges. Each delay segment contributes to the final out-
put value. The adversary’s aim is to guess the output with a
probability of success greater than 0.5 after collecting a suffi-
cient number of CRPs. The conditional entropy and condi-
tional min-entropy quantify the average and worst-case
information from the PUF design that the adversary cannot
predict. However, the response space of the data set, 264 for
the 64 stages APUF design under test, is too large to directly
calculate the conditional entropy as per Eqs. (19) and (20).
Hence, a subset including the ‘worst case’ for the responses
is chosen to reduce the size of W cð Þ.

Algorithm 1. Subset Challenge Generation Algorithm

1: procedure SUBSET–GENERATION

2: challenge½0�½:� ¼ randi 0; 1ð Þ; nð Þ
3: % n is the response bit number
4: for i from 1 to n do
5: challengetmp ¼ challenge½0�½:�
6: challengetmp½i� ¼ � challenge½0�½i�ð Þ
7: challenge½i�½0� ¼ challengetmp
8: end for
9: end procedure

The operation of the collected subset CRPs in this experi-
ment is outlined in Algorithm 1. A challenge subset is selected
by a random challenge having the relationship of HD41,
x ¼ 64 and x ¼ 64� 3 ¼ 192 for the improved conventional
APUF and FF-APUF designs respectively. At first, a random
n�bit challenge challenge½0�½:� is chosen. Then a data set of n,
n�bit challenges (from challenge½1�½:� to challenge½n�½:�), hav-
ing HD41 to the challenge challenge½0�½:�, is chosen as a chal-
lenge subset. Figure 12 shows an example of the challenge
generation by Algorithm 1.
The conditional Shannon entropy and the conditional min-

entropy results of both the improved conventional APUF
design and FF-APUF design are shown in Table 2. The FF-
APUF design has both higher conditional Shannon entropy

and conditional min-entropy than the improved conventional
APUF design.

2) MIN-ENTROPY

The min-entropy measures the ‘worst case’ scenario for the
unpredictability of random data. The method for binary sour-
ces as outlined in NIST specification 800-90 [49] is utilised
to evaluate the min-entropy of both the PUF designs. The
N-bit responses of k devices have an occurrence probability
for each bit. p0 and p1 represent the values of ‘0’ and ‘1’,
respectively. Given pi;max ¼ max pi;0; pi;1

� �
, the formula to

calculate the min-entropy is as follows:

Hmin ¼ � 1
N

XN
i¼1

log2 pi;max

� �
: (21)

For the improved conventional APUF design and the FF-
APUF design, the Hamming weight (HW) of a single posi-
tion on 22 devices k ¼ 22ð Þ of a 64-bit response is computed.
The pmax is then derived from Eq. (22). Table 2 gives the
min-entropy results of both the improved conventional
APUF and FF-APUF designs, 0.23 and 0.54, respectively.
The FF-APUF design has a higher unpredictability lower
bound than the improved conventional APUF design, prov-
ing the higher inherent uniqueness of the FF-APUF design

HWi > k=2 ) pi max ¼ HWi=k

HWi � k=2 ) pi max ¼ k � HWið Þ=k: (22)

Figure 13 shows how the per-bit min-entropy of the
improved conventional APUF design and the FF-APUF
design over an increasing number of devices k. The accu-
racy of the min-entropy estimation increases with the num-
ber of devices.

D. MODELLING ATTACK

To evaluate the modelling attack resistance of the proposed
FF-APUF, ML algorithms based modelling attacks have
been applied. The modelling attacks utilised in this paper are
setup following the delay model introduced in Section IV-B.
LR is one of the most efficient modelling attacks to break
APUF design [22], [51]. In this work, LR attack is executed
to evaluate the FF-APUF design.

FIGURE 12. An example of the challenge generation by Algo-

rithm 1.

TABLE 2. A comparison of the entropy analysis between the

improved conventional APUF and FF-APUF designs

Metrics Improved APUF FF-APUF

Max probabilitya 0.04 0.10
Conditional Shannon entropya 0.88 0.90
Conditional min-entropya 0.60 0.61
Max probabilityb 1 0.77
Min-entropyb 0.23 0.54

aSamples are generated from one device.
bSamples are generated over 22 devices.
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The works [22], [51] are utilised to set up an FF-APUF
design and an improved APUF design through simulation
based on the two previously discussed delay models, with
the delay model of the APUF shown in Section III and the
delay model of the FF-APUF shown in Section IV-B. For
LR attacks, the approach of [51] is implemented to build an
adversarial model to test the security performance of the FF-
APUF design.
Figure 14 presents the LR based modelling attack results

for both the APUF and FF-APUF designs. The solid lines
show the prediction rates of the LR attack for the APUF
design with responses of 64-bit and 256-bit, respectively,
while the dashed lines show the results of the same configura-
tion for the FF-APUF design. Compared to the APUF design,
the FF-APUF design is more difficult to predict with the same
numbers of training data. The computational attack time when
using LR for the APUF design is less than 1 second with
responses sizes of 64-bit and 256-bit, while the results of the
same configuration for the FF-APUF design are approxi-
mately 34 and 79 seconds respectively. Hence only data col-
lection time needs to be considered for this attack. For the
256-bit FF-APUF design, the adversary requires approxi-
mately 80 times greater training set size for an equivalent
success rate compared to the conventional APUF design.
Hence, the FF-APUF design demonstrates a significantly
better modelling attack resistance.

To improve the modelling attack resistance, various
methods can be employed. For example, an efficient
approach is to increase the number of FFs (m) at each stage.
Some previously published approaches for the APUF can
also be applied for the proposed FF-APUF, such as the
XORed [27], feed-forward [18] and lightweight APUF
extension [28]. However, these approaches have been
attacked successfully [22], [25]. Recently, Ma et al. [52]
proposed a Multi-PUF (MPUF) design that utilises a Weak
PUF to obfuscate the challenges to a Strong PUF and have
shown that it is harder to model than both the conventional
APUF and XORed APUF designs using ML attacks. The
MPUF strategy can also be utilised to the FF-APUF design
to enhance its modelling attack resistance. CMA-ES is
another efficient modelling attack method, widely utilised
for APUF attacks. It has been shown that the reliability
based CMA-ES attack outperformed the LR attack for
XORed APUF designs. To present the results of a compre-
hensive modelling attack resistance for the proposed FF-
APUF design, the CMA-ES method is also applied here.
Figure 15 presents the CMA-ES attack on both the APUF
and FF-APUF designs as well as two MPUF designs based
on both. The proposed FF-APUF design again has lower
prediction rates than the conventional APUF design. The
FF-APUF based MPUF design also achieves better model-
ling attack resistance than the APUF based MPUF design.

VII. CONCLUSION

In this paper, a theoretical circuit complexity analysis, a
modelling attack resistance analysis and an experimental
entropy analysis of both previously proposed FPGA-based
Strong FF-APUF and improved conventional APUF designs
have been presented. The experimental evaluation of the
improved conventional APUF design shows the uniqueness
and reliability of 19.46 and 97.03 percent respectively, higher
than that of the work [11]. The experimental min-entropy of
the FF-APUF design, 0.54, is more than twice than 0.23 of
the improved conventional APUF design. The conditional
Shannon entropy and the conditional min-entropy of the FF-
APUF design, 0.90 and 0.61, are also higher than 0.88 and

FIGURE 14. The LR attack on both the APUF and FF-APUF

designs.

FIGURE 13. The min-entropy results of both the improved con-

ventional APUF and FF-APUF designs.
FIGURE 15. The CMA-ES attack on both the APUF and FF-APUF

designs as well as two MPUF designs based on both.
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0.60 of the improved conventional APUF design. The perfor-
mance evaluation results for the FF-APUF design show
uniqueness and reliability results of 41.53 percent and (93.30
percent(voltage), 97.10 percent(temperature)), respectively.
The FF-APUF is also shown to be more resistant to the
modelling attacks, including LR and CMA-ES, than the con-
ventional APUF design. The compact placement of the circuit
also ensures that the design incurs in least hardware reported
in the literature to date. The FPGA-based Strong FF-APUF
design significantly improves upon the previous APUF
designs, and has potential to be the basis for CRP-based
authentication applications in the IoT.
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[48] S. Katzenbeisser, €U. Kocabaş, V. Ro�zi�c, A.-R. Sadeghi, I. Verbauwhede,
and C. Wachsmann, “PUFs: Myth, fact or busted? A security evaluation of
physically unclonable functions (PUFs) cast in silicon,” in Proc Int. Work-
shop Cryptographic Hardware Embedded Syst., 2012, pp. 283–301.

[49] E. B. Barker and J. M. Kelsey, Recommendation for Random Number
Generation Using Deterministic Random Bit Generators (Revised). US
Department of Commerce, Technology Administration, National Institute
of Standards and Technology, Computer Security Division, Information
Technology Laboratory, 2007.

[50] M. Claes, V. van der Leest, and A. Braeken, “Comparison of SRAM and
FF PUF in 65nm technology,” in Proc. Nordic Conf. Secure IT Syst.,
2011, pp. 47–64.

[51] U. R€uhrmair, F. Sehnke, J. S€olter, G. Dror, S. Devadas, and J. Schmid-
huber, “Modeling attacks on physical unclonable functions,” in Proc. 17th
Conf. Comput. Commun. Secur., 2010, pp. 237–249.

[52] Q. Ma, C. Gu, N. Hanley, C. Wang, W. Liu, and M. O’Neill, “A machine
learning attack resistant multi-PUF design on FPGA,” in Proc. IEEE 23rd
Asia South Pacific Des. Autom. Conf., Jan. 2018, pp. 97–104.

CHONGYAN GU (S’14–M’16) received the MSc
degree with distinction in data communications
from the University of Sheffield, Sheffield, United
Kingdom, in 2006, and the PhD degree from Queen’s
University Belfast, Belfast, United Kingdom, in
2016. Currently, she is a lecturer with the Center for
Secure Information Technologies (CSIT), Queen’s
University Belfast (QUB), United Kingdom. She was
a research fellow in CSIT, QUB, United Kingdom.
Before joining QUB, she was an electronic engineer
with Vehicle Security and Communication System

Design, GAC Mitsubishi Corporation, China. Her current research interests
include hardware security and trust, physical unclonable functions, true random
number generator, hardware Trojan detection, logic obfuscation circuit, and
machine learning. She is a member of the IEEE.

WEIQIANG LIU (M’12-SM’15) received the BSc
degree in information engineering from the Nanjing
University of Aeronautics and Astronautics (NUAA),
Nanjing, China, in 2006, and the PhD degree in
electronic engineering from the Queen’s University
Belfast (QUB), Belfast, United Kingdom, in 2012.
In Dec. 2013, he joined the College of Electronic
and Information Engineering, NUAA, where he is
currently an associate professor. He has published
one research book by Artech House and more than
80 leading journal and conference papers. His papers

were Best Paper Candidates of ACM GLSVLSI 2015 and IEEE ISCAS 2011.
One of his papers was the Most Popular Article of the IEEE Transactions on
Computers (TC) in July 2017 and one was selected as the Feature Paper of
IEEE TC in the 2017 December issue. He serves as an Steering Committee
member of the IEEE Transactions onMulti-Scale Computing Systems, the asso-
ciate editor of the IEEE Transactions on Computers and the IEEE Transactions
on Emerging Topics in Computing (TETC), and the guest editors of the IEEE
Transactions on Emerging Topics in Computing and theMicroelectronics Jour-
nal. He has been a technical program committee member for several interna-
tional conferences including ARITH, ASP-DAC, ASAP, ISCAS, ISVLSI,
NANOARCH, SiPS, AisaHOST and ICONIP. He is a member of CASCOM
and VSA technical committee of IEEE CAS Society. His research interests
include approximate computing, computer arithmetic, and hardware security.
He is a senior member of the IEEE.

YIJUN CUI received the BE degree in information
engineering from the Nanjing University of Aero-
nautics and Astronautics, Nanjing, China, in 2010,
where he is currently working toward the PhD
degree. He was visiting PhD student with the Data
Security System Group, Centre of Secure Informa-
tion Technologies, Queen’s University Belfast,
United Kingdom. His current research interests
include physically unclonable functions and hard-
ware security.

NEIL HANLEY received the BEng (first-class
honours) and PhD degrees in electrical and elec-
tronic engineering from the University College
Cork, Cork, Ireland, in 2006 and 2014, respec-
tively. He is currently a principal engineer with
CSIT, Queen’s University Belfast. His research
interests include secure hardware architectures for
quantum-safe cryptography, physically unclonable
functions and their applications, and securing
embedded systems from side-channel attacks.

VOLUME 9, NO. 4, OCT.-DEC. 2021 1865

Gu et al.: A Flip-Flop Based Arbiter Physical Unclonable Function (APUF) Design with High Entropy and Uniqueness for FPGA Implementation

Authorized licensed use limited to: Queens University Belfast. Downloaded on July 19,2023 at 13:56:56 UTC from IEEE Xplore.  Restrictions apply. 



M�AIRE O’NEILL (M’03-SM’11) is currently
director of the UK Research Institute in Secure
Hardware and Embedded Systems (RISE). She is
chair of Information Security and is research direc-
tor of Data Security Systems, Centre for Secure
Information Technologies (CSIT), Queen’s Univer-
sity Belfast. She also leads the EU H2020 SAFE-
crypto (Secure architectures for Future Emerging
Cryptography) project (www.safecrypto.eu). She
previously held an EPSRC Leadership Fellowship
(2008-2014) and was a former holder of a Royal

Academy of Engineering research fellowship (2003-2008). She has received
numerous awards for her research work which include a 2014 Royal Acad-
emy of Engineering Silver Medal and British Female Inventor of the Year
2007. She has authored two research books and has more than 130 peer-
reviewed conference and journal publications. She is an associate editor of
the IEEE Transactions on Computers and the IEEE Transactions on Emerg-
ing Topics in Computing and is an IEEE Circuits and Systems for Communi-
cations Technical committee member. She is a member of the Royal Irish
Academy and a fellow of the Irish Academy of Engineering. She is also a
senior member of the IEEE and a member of the IET and IACR. Her
research interests include hardware cryptographic architectures, lightweight
cryptography, side channel analysis, physical unclonable functions, post-
quantum cryptography, and quantum-dot cellular automata circuit design.

FABRIZIO LOMBARDI received the BSc (Hons)
degree in electronic engineering from the Univer-
sity of Essex, United Kingdom, in 1977, the mas-
ter’s degree in microwaves and modern optics and
the diploma degree in microwave engineering from
the Microwave Research Unit, University College
London, in 1978, and the PhD degree from the Uni-
versity of London, in 1982. In 1977, he joined the
Microwave Research Unit, University College Lon-
don. He is currently the holder of the International
Test Conference Endowed Chair Professorship,

North-eastern University, Boston. His research interests include bioinspired
and nanomanufacturing/computing, VLSI design, testing, and fault/defect
tolerance of digital systems. He has extensively published in these areas and
coauthored/edited seven books. He is a fellow of the IEEE.

1866 VOLUME 9, NO. 4, OCT.-DEC. 2021

Gu et al.: A Flip-Flop Based Arbiter Physical Unclonable Function (APUF) Design with High Entropy and Uniqueness for FPGA Implementation

Authorized licensed use limited to: Queens University Belfast. Downloaded on July 19,2023 at 13:56:56 UTC from IEEE Xplore.  Restrictions apply. 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


